**Configure Lattus A10 WAS Access**
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**![noteV2](data:image/png;base64,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)Note**: The Lattus A10 is pre-configured with a file system. In this procedure you will configure a WAS storage destination and storage policy. Some of the steps outline in this document may have already been performed by other students.

**Log into the A10 web interface**

1. Open a **web browser** and enter **https://10.20.87.176** in the browser address field.
2. Log into the A10 with the following credentials:

* username: **admin**
* password: **password**

1. Click **Configuration -> Configuration Wizard**
2. If necessary, Click **Next** passed the Welcome, Licenses, Name Servers and File Systems tabs.

**Configure a WAS storage destination**

1. On the **Storage Destinations** tab, click **New**.
2. Fill in the following information:
   1. ID - This is the name by which StorNext references this storage destination. Give it a meaningful name
   2. Manager Protocol - Leave set to the default of **http.**
   3. Manager Host - This should be the management virtual IP of the Lattus system (for the Lattus sandbox, use **10.20.87.175**).
   4. Manager Port - Leave set to the default **80**.
   5. Access Hosts - Add the IP address of each controller in which the A10 can connect (for the Lattus sandbox, enter and add **10.20.87.170, 10.20.87.171 and 10.20.87.172**).
   6. First Access Port - Unless it has been changed, leave set to the default of **8080**.
   7. Last Access Port - Leave blank unless you have more than 1 AXR client configured.
   8. Authentication - Set to **Enabled**.
   9. Username - **admin**
   10. Password - **admin**
   11. Object Access Protocol - **http**
   12. Namespace Selection -**Scan**
       1. Click the **Scan** button.
       2. Select **<your namespace>**
   13. Segment File - Leave default
   14. Transfer Timeout - Leave default
3. Click **Apply** and then **Yes**.
4. Click **Next**.

**Configure a storage policy**

1. On the **Storage Policies** tab, click **New**.
2. Enter a **Policy Class** (Name), **File System** (snfs1) and **Wide Area Storage** (Your WAS Storage Destination).
3. Click **Configure.**
4. Click the **Source Directories** tab.
5. Click the **Directory** drop-down list and select **test.**
6. Click the **Add** button next to **Directory Path.**
7. Review (but do not change) the settings under the **Advanced** tab.
8. Click **Apply.**

**Finish Configuration Wizard (if necessary)**

1. On the **Email Server** tab, fill in the following information.
   1. SMTP Server - ppointrelay1.quantum.com
   2. Sender Address - LattusA10-Demo2@quantum.com
2. Click **Apply, Yes** and then **OK.**
3. Click **Next/Skip.**
4. Click **Done.**

**Write data to the A10**
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1. Access the A10 CIFS share using the UNC path \\10.20.87.176\cifs
2. Copy some data into the CIFS share.

**Verify that data was copied to Lattus**

1. Log into the Lattus CMC.
2. Change the web URL to point to port 8080/namespace (i.e. - **10.20.87.175:8080/namespace**)
3. Click on your namespace.
4. Verify that you can download the data that you copied to the A10.