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Path to Cloud Quick Start Guide

Step 1) Install the
product

Step 2) Schedule the
Checkup Report

This document will lead you from installation, to archiving data to the cloud, to
restoring data from the cloud. (For more information, go to http:/
www.quantum.com/ServiceandSupport/Index.aspx.) It is designed to give you a
quick introduction to the product using default settings. From here you can
further your understanding of the product by exploring and using context
sensitive help. It assumes you have the setup program and necessary license
keys. Also, the computer that you will install to and the computers you wish to
back up should be in the same Windows domain and you should have a domain
administrator account dedicated to running this software.

Note: If you are familiar with the product and only want to learn about the
new cloud support feature you can skip to step 5.

For more information, see 6-67520-XX DATASTOR Shield Quick Start Guide for
minimum system requirements and details on installing the product.

Log onto the computer where you are going to install the product (later referred
to as the "Archive Manager server") using the dedicated domain administrator
account. Open the setup program Quantum_DATASTOR_Shield_7.x.x.x.exe and
follow the prompts to install the program.

When the installation completes, the Archive Manager user interface (later
referred to as the "UI") will start up. You will be prompted to add a license key,
buy now online, or register for evaluation. Choose Add a License Key and then
click Add on the License Keys page. Enter (or paste) your Manager key first and
then click Activate Now on the Server Activation page. You should receive a
popup message saying the software has been activated. Repeat the Add/
Activate steps for each of your keys. In order to complete the steps outlined in
this guide, you should have a Manager key. If you want to archive data from a
remote computer you will also need at least one Remote Server key and
optionally one Remote Desktop key. Click on the OK button when you have
finished entering license keys. Note: You can return to the License Keys page at
any time by choosing the Edit License Keys action on the Archive Manager node
of the tree view (top node in the left-hand pane of the Ul).

After clicking OK on the license keys page the program will start its services and
check for program updates. You will be notified if any updates are available.

It is important to set up a schedule for the Checkup Report. Setup is accessed by
selecting the Properties option under the Archive Manager.
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[#louantum DATASTOR Shield 1= B3 |
File  Action View Help

&= [m =

[ Archive Manager (Local) ﬂ | Actions
| Storage Archive Manager status for ;
Archive Manager (Local -
", Local Plans LSVNDX1 =
.!_ Remote Computers Archive Manager
Report created on 12/16/2012 - 5:18
p:,p reated on ®  Checkup Report

About DATASTOR Shield. ..

Edit License Keys. ..

Purchase Software Licenses...

Purchase Suppart Subscription. ..

Check for Updates. ..

Save System Recovery Environmen. .,

Imnport Setkings...

Wiew »
[C) Refresh
D Properties

ﬁ Help

Checkup report run:  Mosk recent =

Enter the email address the report should be sent to.

Enter the email address of the sender.
Enter the Host email server’'s name.

Then select Modify schedule...
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Archive Manager {Local) Properties

Export Settings  Checkup Repoart IViewStor Settingsl

1. Specify the settings for generating a report of the store and protection plan
status for the past 24 hours.,

Settings

Schedules Every 12 hour(s] from &:00 PR for 762 minutes every day, starting 12/3/2012

Modify schedule... |

¥ Create an HTML report file

¥ sendthe repart as an Email

Ta I
Sender I
Host: Port:
| 25
[ Use secure Sockets Layer [S51)
Sender Password [optional):
] 8 I Cancel Lpply

Schedule the task.

CheckupTask - LS¥NDX1 K E

Task  Schedule I Setlingsl

o

Evem 12 hour(g) from B:00 Ph for 762 minutes every day, starting
12/3/2012

Schedule Task: Start time:
Daily ﬂ I £:00 PM ill Advanced... |

Wieekly
Monthly
Once I davls]
At Spztem Startup
At Logon

Wwhhen idle

™ Show multiple schedules.

Cancel

o]
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CheckupTask - LS¥NDX1 7|

"Task  Schedule | Settingsl

D Ewery 12 howr(g) from B:00 P for 762 minutes every day, starting
12030202

Schedule Task: Start time:
[Daily x| | soorM = Advanced.. |
Schedule Task Daily

Everp m day(s]

[~ Show multiple schedules.

Ok | Cancel |

The fields for Run: and Start in: will automatically populate after the schedule is
setup.

CheckupTask - LS¥NDX1 E3

Task | Schedule | Settings |

m C:\amindowsh T asks\CheckupT ask - LSWND31 job

Run: Shi | QL aunch. exe” aigo

Browse. .. |
Start i "C:\Program FilzghQuantumhDATASTOR Shield\Server
Commetts:
Run as: QUANT UM prurphy Set password...

[~ Bun anly if lngged on
[ Enabled [zcheduled task muns at specified time]

ak I Cancel
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Select additional settings that are appropriate for your installation.

CheckupTask - LS¥NDX1 K E3

Task | Schedule Settingsl

— Scheduled Tazk Completed
[~ Delete the task if it iz nat scheduled o run again.

[ Stop the task if it runs h:ur:l :ll hnur[&]l j minuke[z).

 |dle Time
[~ Only start the task if the computer haz been idle for at least;

I _I; minube(z)

[ the computer haz not been idle that long, retry for up ta:

I _l: = 6]

[~ Stop the task if the computer ceases to be idle.

— Power Management

[~ Dot start the task if the computer is minning on batteries.
[~ Stop the task if batter mode beagins.

[~ “ake the computer ba run this tagk.

o]

Cancel

DATASTOR Shield

.
Y

K E3

Enter the password For the store checkup report scheduled
kask,

Lser name: QUANTUM praurphy J

Password: | |

(0] 4 I Cancel

Finally enter your administrator password to save the scheduled task.

The Archive Manager system can automatically create restore points of its
configuration files. Archives protected by Store Vaulting Tasks can also be
recovered if the vault is available. This section shows how to save and restore
the configuration files.
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Step 4) Create a Store

Usage Scenario

When setting up your Archive Manager computer, Quantum suggests that you
schedule an Export Settings Task to archive your settings to a folder location on
a removable disk, such as an RDX, or to cloud storage. This enables you to
quickly and easily restore your system and data if your Archive Manager
computer dies.

Schedule the Export Settings Task

To configure the system to save configuration settings, open the Archive
Manager Properties page and choose the Export Settings tab.

This feature runs as a scheduled task, called "ExportSettingsTask -
<computername>." As with Store Tasks and Protection Plans, you can set a
schedule for automatically running this task. You can also run the task manually
from the Windows Task Scheduler.

To create a new task, select Modify Schedule and then click New on the
Schedule tab to create the task.

The settings are exported into a compressed file, which you can use to restore
them later. Quantum suggests that you save your settings either to a folder on a
removable disk, such as an RDX, or, if you have set up a Cloud Account, to that
account.

Choose where to save the export file, then specify a number of versions to keep.
Oldest versions beyond the number to keep will be deleted. The export file name
contains a timestamp indicating when the export was performed, and the
computer name of the system that was exported, as follows:

<computer name>. <timestamp>.export.zip.

Note: When you save to a Cloud Account, the exported file will be saved to
the default data center specified in the account's Properties page.

A store is where your deduplicated data will reside after running a protection
plan. Select either the Storage node or the All Stores node and then click its Add
a Store action. Note: Actions for a highlighted node can be selected from three
locations: right-clicking the node, the Actions pane (right-hand pane of the Ul),
or the Action drop-down from the menu bar
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File Acton Wiew Help
&= | #m|= | Him
1) Archive Manager (Local) Mame | Actions
- Frr— Airstores =2
& (g Al Vault NERI & Add aStore...
# [y Al Store
@ 45 Cloud St - g
® [ Local Plans [l Refresh
& J, Remote Con 2 bl
[l ) i
| | I
I -loix]
File Action View Help
&% m|s | Hlm
'y} Archive Manager (Local) Name
. W S There are no items to show
E iﬂm z i‘lﬂ'l"sl'ul!'l'll.
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M g Al Store Groups
[ 4" Coud Storage
# [ Local Plans
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[ & Coud Storage iz g
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Notice the 'caution' icon on the Remote Computer’s node in the screenshots
above. This is because no Remote Server/Desktop keys have been added.
Clicking on the Remote Computer’s node will prompt you for a license key, or
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you can highlight the Archive Manager node and choose its Add License Keys
action.

Depending on your product version, stores can be on local disks, network drives,
removable disks such as RDX, or in Windows folders. You can create as many
stores as needed, at any time. The store location you choose should, as a rule of
thumb, have as much free space as the data you will be protecting.

& Add Store Wizard i

| e

Disk Dri

rive Removable Disk

=)

'+ Select a Disk Drive

i protect files to a local or removable disk.

Total Size Free Space

1EI{S r2 Standard (... Local Disk

a System (D) Local Disk 465 GB 214 GB
—w Local Disk (E:} Local Disk 132 GB 151 GB

A ke, At B, s S, ik e e Bl g B il s, P Sl ot oty e

For now, choose Disk Drive and then select one from the list, then click Next to
go to the Storage Name page.

On the Storage Name page, under Add new, give your store a meaningful name
like MyTestData, and then click OK. (This guide assumes you called it
MyTestData) The program must 'prepare' the store prior to use. Click the Prepare
now button on the Prepare Store page. Click Next when the preparation is
complete. Review the information on the Store Added page and then click the
Finish button.

I =101 x|
| Fle Acton View Help
|mp | 7] Hm
FJ) Archive Manager {Local) Mame | Actions
B |y Storage
- There are no items to show
1 1§ Al Stores b thi e
B [ MyTestData et View »
[+ Archives
% M Quarantned Items il Refresh
® 1] Recyde Bin |=h ExportList...
B e Al Yaults
=+ Al Store Groups ﬂ Help
@ &5 Cloud Storage
@, 28r2 Standard (C:)
& [ Local Plans
B o, Remate Computers
« [ 2[4l |
; :
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Your new store should appear under the Storage/All Stores node when the All
Stores node is expanded (click the ‘+’ to expand). Note: You may need to
‘refresh’ the view from one of the higher-up nodes. Expand MyTestData and
then Archives. Notice there are no archives in the Archives node. We'll get to this
later.

A Protection Plan is what archives your data. It runs as a Windows Scheduled
Task and contains information like what data to archive and which store to
archive it to. Protection plans can be Local Protection Plans which protect data
from the Archive Manager server and, if you have added one or more Remote
Computers, there can be Remote Protection Plans to protect data from remote
computers. Data protected by Remote Protection Plans is deduplicated on the
remote computer before it is sent over the network to a store on the Archive
Manager server. For this exercise we'll create a local protection plan.

Highlight the Local Plan’s node by clicking on it. Notice that in the center pane
of the Ul it says to click Create Protection Plan to start protecting your data.
Select the Create a Protection Plan action and then choose the type of data you
would like to protect. For this example choose Files and Folders. The other types
of plans are available based on the existence of the data type (i.e. is SQL
installed on the computer?), the product version and installed license keys.

'_He o nen i
s 7w Bl

i Archive Manager (Local)
= Storage
= All Stores
= MyTestData
[+ Archives
& M Quarantined Items
[+ Recyde Bin
F g All Vaults
[*] All Store Groups
F 45 Cloud Storage
23 r2 Standard (C:)

Click "Crea

@

=l

L)

J;. R ® Protection Plans
Hestory
F I Restore
| ] Create F'mte::tic-k lan...

Export Plan Histo
Ewvent Viewer...
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Create Protection Plan

&% What type of data would you like to protect?

= Fies and Folders
=» SQL Databases
= Exchange Data

=» Computer System

There may or may not be a Plan Configuration page. If there is, click Next to
create a new configuration for this plan.

On the Enter Folders to Protect page click the Add button to open the Browse
For Folder dialog.

{8 Add Files and Folders Protection Plan x|
‘7. Add Files and Folders Protection Plan

Enter Folders to Protect

Specify the folders to protect with this protection plan

Folders

Add... Edit.., Remaie

<ok | Ned> | cance |

Browse for folders you wish to protect with this protection plan. Highlight the
folder you wish to protect, and then click OK.

12
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Browse For Folder |

, temp -~

. test

- =

| 1MB-files

| testfolderl

F ). testfolder2

| Tools —I
| Updates

[+ . Users -
4 | 3

Make Mew Folder | Ok I Cancel |

&

Notice that when your folder selection is highlighted in the Enter Folders to
Protect screen, you can Edit or Remove the selection. If you choose Edit you can
further refine the selection by adding inclusion and exclusion rules. You can also
click Add again to add more folders to protect. You can make these changes
later by clicking the protection plan's Plan Settings action.

In this case, the folder TestData and all of its folders/files will be protected by the
plan.

{8 Add Files and Folders Protection Plan x|

| Add Files and Folders Protection Plan

Enter Folders to Protect

Specify the folders to protect with this protection plan

Folders

Add... | Edit... | Remove |

NN

= Eam INext>I Cancel |
—— —

Click Next to continue to the Select a Destination screen. Here you will choose
the Store where you want to keep your deduplicated data. Since we only
created one store the choice is easy. Highlight the store and click Next.
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#8 Add Files and Folders Protection Plan x|

- Add Files and Folders Protection Plan

Select a Destination

Select from the list below which destination you would like to use for the protection plan.

MName Total Size Free Space | Location
Stores

yTestData 552 GB 2kS r2 Standard [C)

< Bah INexDI Cancel |

——

On the Enter Plan Name screen give your plan a meaningful name. For this
example we'll call it TestData. You can optionally give it a description. Click Next
to continue to the Edit Schedule screen.

#8 Add Files and Folders Protection Plan |

7 Add Files and Folders Protection Plan

Enter Plan Name

Specify the name for the protection plan

TestData

Specify a description for the protection plan (optional)

This plan protects the Ch\TestData folder and stores it to MyTestDataJ

<gam Iﬂen‘bl Cancel |
—————

On the Edit Schedule screen you can configure a schedule for automatically
running the Protection Plan. By default the plan will not have a schedule and
will run as the currently-logged-on user. You can change who the plan runs as
by clicking the Change User button and you can configure a schedule by
changing the selected radio button. You can also make these changes later by
clicking the plan's Edit Schedule action. Regardless of the schedule settings, you
can run the plan at any time by clicking its Run action.

For this example let's just accept the defaults: no schedule and run as currently-
logged-on user. Click Next to continue.
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{8 Add Files and Folders Protection Plan

:’l Add Files and Folders Protection Plan

Edit Schedule

* Mo Schedule
" Daily
 Weekly

£ Monthly

Edit the schedule for the protection plan.

Run manually or edit the schedule later

Security options

DOMAINBackupAcct

‘When running the task, use the following user account:
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Review the summary on the Completing the Add Files and Folders Protection
Plan wizard and click the Back button to make any adjustments. Click Finish to
accept the settings and exit the wizard. Enter the account information for
running the scheduled task when prompted. The new protection plan will now
appear in the middle pane of the Ul when the Local Plans node is highlighted
and its Protection Plans action is selected.

=
Fle Acon Vew Hep
«w| 2[m BT
) Archrve Manager (Local) ot
58
""m:m TesiDada e
= |4 MyTestData Status: 0K * Protechon Pans sff—
P Archives Thei plan i3 rot scheduled Be nan sutomatically, Higtor
# M Quaranired ftems b
E Bty B % Pan Setengs... festore
3 @ Avais Exi Schedule. .. T Creste Protecton Plan.,
- Al Store Groups Rum
o Bt g TH Export Plan Hstery ..
. 268 11 Standard (2] St il Evert viewer...
4 |, Remote Computers Dieletz ... | vewiog...
Helpy Ve b
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Step 6) Run the
Protection Plan

Click the plan's Run action to run the plan.
I =10 xf

| Fle Acton Vew Heo
L Aol o
') Aachive Manager (Local)
= [ Sorage
=y M Sioves D Tosi Data
= | MyTesthista Satus:  Furning
2 L Archives Staried Wednesday, September 19, 2002 at 253 PM
% M Quarantned Ttems o
@ ([ Recyde B
£ g Wl Vaults
= [ Al Store Groups
% 44 Coud Storage
= B 382 Standard (1)
Local Plars

“ .-I.h Remote Computers

ol
| | r
I A -1E|
|Fl Acton  Vew Hep
4= |35/ | W
"-kd'wemuwn.ocd',l
= [y Storage
= [y Al Stores E:i TostData
= |3 MyTestData Satus:  OK ®  Protecton Plans
= Archrres That plan is rot ccheduled te nan sutomstically. Hater
w ! Quaranoned [temg Last nen Wednesday, September 19, 20012 of 2:54 P n
& ([T Recyde Bn Restore
H g M Vet
4 Al e Groups i Create Profecton Plan...
5 4 Cloud Storage TE Export Pan Hstary. .
= 3 2 Standard [C:
& ey s
# 4|, Remote Computers ] vewlog...
View k
|6 Refesh
H re
By Pan Setengs. .
(5) Edit Schedule. ..
) an
0 e
By Advanced Settrgs...
M Delete Pl
Heip
el u
View the Log Fike. {ma log) I [

When the plan has finished running the completion status will be indicated by
the icon and on the status line. In this case the plan ran successfully as indicated

by the green icon with checkmark and Status: OK.
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% 45 Cloud Storage T8 Exort Flan Hstery...
4 B =
4 o, Remote Computers | vewLog...
Viw »
d Refesh
B re
Ty Plan Setnga...
(5) Edit Schedue. .
[T
D ed
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X DeitePlan...
B ne
e L3
[View thet Log File. {meg log) |

You can review the statistics for the plan run by choosing the Local Plans History
action. Then, with the particular run highlighted, click on the View Log link to
see the log file. The most recent logging information is at the end of the file.

I =loix]
Fle Acton Vew Hep
|4 | 7 B[
« Archrve Manager (Local) Actions
= | Sterage ncal Ply
A Srres stData Archiwe UOELE TS012 3532 S
= MyTesthiata Profecton Plans
B Archives 4
+ M Quarantred ftems & Hwery
5 (7 Recyde B Resione
3 M Vel = B
- Al St Grougs Create Profechon Plan.,
# & Cloud Storage T8 Export Plan Hstory..
% [y 382 Standard (C:) | | |
o = B Evert Viewsr...
] d|.RF"UE':°"‘I'-ME! d_[ Reult Detaits » TestOaa | 5 | Viewlog...
View k
Task completed ‘.Jl.'f“
i Retesh
B neo
Data reducron: 545151
Files proteciedt 18
Froown Hew tiles: 4
180
S Changed fdes: 0
W R
Total pradedted: 155 ME
Total changed 156 MBE
Tedal stored: 93 K8
L | »f J
I

By default, protection plans run with multiple processes. The main (parent)
process the plan run's overall statistics are shown. The first time a plan is run it
typically has to archive all data to set a 'baseline'. This run achieves reduction
primarily through single-instance deduplication (i.e. if two files are the same
only one is stored) and compression. A reduction of 2:1 is common. Subsequent
runs are much quicker and only store changed unique data.

To restore data click on the Local Plans Restore action. Notice in the screenshot
below that there is nothing shown to restore. That's because there were no
protection plans run on September 10th, the date selected on the calendar.
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| Fe acoon vew Heb '
| Hm HE
T3 dechive Mansger fLocal) Actans
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= [y Al Siores
2 | § MyTestDals Protecton Plans
2 by drchives
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# ] Recyde B . Restoe
% Al Ve
- tumtem 5 (Crente Protection Plan...
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: ﬁ.;:;;-‘smd[c:] a | w Event Viewer...
A iy Remote Camputers Seplember, 2012 Expleie I Restaie I L] Wewlog...
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:-3 1: 1: :: 1: |§ H e
15 17 w9 w0 1 1
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el
I | |
Dates that had protection plan runs are shown in bold print. September 10th
(also the current date, as indicated by the box around it) is bold so let's select it
L-TE
Pan [ arehive Time [ status [ storsge Actions
TestDala SARWIT B5ED6 P Evpdabile My TestData
Profection Plans
History
& Restore
b Create Protecton Plan. .
% & Coud Storage @ Export Plan Hatary ..
September, 2012 .ﬂ‘,"ﬁ.,.]_ﬂfff_l L] vewiog...
Sun Mon Tue Wed Thu Fn  Sat Viw *
FEE T T i G Refesh
2 3 4 5 [ 7 8
5 10 i1 12 13 i 1% H ne
15 17 0w 1 2
23 24 25 2W 27 28 B9
kL] i : ] £
1 Today: 9/19/2012
B ]
I |
There's our plan run, or 'point-in-time' capture of the data. We need to highlight
it before the Explore and Restore buttons are enabled.
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* Local Plans

|
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Choosing Explore lets you browse the point-in-time just like in Windows
Explorer. By right-clicking an item in the Point-in-Time Explorer you can open it,

drag-n-drop it from the archive to the desktop or Windows Explorer, Save As,
and Copy/Paste.

P Point-in-Time Explorer
0 9/19/2012 2:53:26 PM
- ) e

[+ . TestData
= [ 1MB-files

;0

Size | Type
mmeran o Text Docu

ECN NI N

= T i &

Choosing Restore opens the Point-in-Time Restore screen. You can restore back
to the original location or an alternate location. You can restore just files that are
missing, or you can restore missing files and files that are older, files that are
missing and files that have changed, files that are missing and replace all existing
files, or files that are missing and files that have changed and remove any files or
folders from the restore location that are not in the restore point-in-time.

Path to Cloud Quick Start Guide 19



Path to Cloud Quick Start Guide

6-67753-02 Rev A

February 2013
Poink in Timse Restore H=1E
TestData
At of: Wednesday, Sepbember 19, 2013 253 PH
Restars files to: | Original bocation =|
Alternate locatson: Click here to select an altermate folder
Rastors: | Wiszing files =]
Shatuis Migsing fl:t'i and hlas that have changed
Migsing fles and replace sxisting fles
Migsing fles files that have changed, and ramave axtrag
Currant rum ELatg: Chek Rastors to start restonng fles
Rafbarg startad 5=
Ragtarg hnefhad at:
RaFbarng T pen: My TesDiata
I Rum restore with high parformance setings
Wimw bag | Restors | Cloza |
To run the restore job with multiple processes check the 'Run restore with high
performance settings' option.
. =iofx|
Fle Acton  View Hep
@ | 2| Him B . |
4 Archive Manager (Local) Pan Jm“" Islltui ]Ea‘-uupr Actians
& Slorage TestDiata SA92012 25528 P Available Iy TestDiata
= All Stores
= My Testhata Wiew b
e ‘Tmm <« K Delete
% M Quarantned [tams o Refesh
H [} Recyde Bn e &
5 e AlVads il
# [y Al Store Groups H teo
4 45 Cloud Storage
& B 8 r2 Standard (C:) 0 |
3 i II::\::"C e EB september, 2012 [0 Explore I Restore I
Sun Mon Tug Wed Thu Fn Sat
F i &
2 3 4 5 & 7 8
9 10 11 12 13 14 15
16 17 P 2 n o2
23 24 25 26 27 28 B
30 1 H £
[ Today: 9/19/2012
Notice that after running the plan there is an Archive in the store called TestData
(the protection plan's name). You can also Explore and Restore from here.
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Step 7) Configure
Vaulting
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Before you can archive data to cloud or tape you must configure the system for
vaulting. Note: You should only need to configure vaulting one time for the life

of the system.

I 1o x|
Fie Action View Help
e 5w = HE
[{) Archive Manager {Local) Name Actions
B All Stores I
=] A ﬂlsm-.. t.ﬂl\fajts
B L S m P Al Store Groups ¢ AddaStore...
- LONNgUre Nauiang. .. -
l AddaT ; - éﬁmswm Add a Store Group...
28 r2 Standard (C:
[ View § (3 #r Configure Vaulting...
H i "
¥ e ia Add aTape Device...
B g A Refresh =
® (WA Exportlist... View »
0 & C
T Properties G) Refresh
J i |5 ExportList..
Local =
® J;, Remote Computers [Z] Properties
I — | H re =
| | |

Click the Configure Vaulting action of the Storage node to begin the Configure

Vaulting wizard.

) Configure Vaulting Properties

-4 Configure Vaulting Properties

x|

Cache Location

' Vaulting requires a disk drive for staging data as it is being vaulted and for preparing to
ik ﬂ restore data from a vault. Please select a cache drive from the list below.

Cache Drive Location:

< Select Cache Drive Location... )

= Back MNext >

Cancel |

On the Cache Location screen click the 'Select Cache Drive Location' link to select
a drive for staging data as it is being vaulted and for preparing to restore data

from a vault.

Path to Cloud Quick Start Guide

21



Path to Cloud Quick Start Guide
6-67753-02 Rev A
February 2013

Vaulting Cache Location x|

— Select Cache Location
S Name | Type | Total Size | Free Space |
‘E_::Z{E r2 Standard (C:) Local Disk 931 GE 569 GE
—a System (D2) Local Disk 465 GB 214GE
—a Local Disk (E:) Local Disk 232GB 151 GB

OK I Cancel

Select a drive and then click the OK button to close the Vaulting Cache Location
screen and return to the Cache Location screen.

) Configure Vaulting Properties ll

# O ing Prop

Cache Location

' Vaulting requires a disk drive for staging data as it is being vaulted and for preparing to
L ﬂ restore data from a vault. Please select a cache drive from the list below.

Cache Drive Location:

o

= Back MNext > Cancel |

Click the Cache Drive Location link again if you want to change your selection or
Click Next to continue to the Encryption screen.
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) Configure Vaulting Properties x|

-4 Configure Vaulting Properties

Encryption

1+ This software uses AES-256 strong encryption to safeguard your data, A private encryption
Ay key is automatically generated when you initialize the system using the passphrase provided.

Encryption Key Status: m Mot Initialized

Passphrase: | ‘_
Confirm Passphrase: ‘—
Iriitialize

< Back | Mext > I Cancel |

Your data is encrypted with AES 256 encryption prior to archiving to the cloud.
Encryption is optional when archiving to tape. Enter an encryption passphrase
to generate a private encryption key. You should record and safeguard this
passphrase. Click the Initialize button to configure the product with this
encryption passphrase.

) Configure Vaulting Properties ﬂ

4 Configure Vaulting Properties

Encryption

- This software uses AE5-256 strong encryption to safeguard your data. A private encryption
A3 key is automatically generated when you initialize the system using the passphrase provided.

)

Encryption Key Status: L_J Initialized

Passphrase: CLITT TR ]

Confirm Passphrase: EEEEREEER R RS

< Back | Next > | Cancel |

Click the Clear button if you want to change the passphrase, otherwise click
Next to continue to the OwnerID page.
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) Configure Vaulting Properties x|

-4 Configure Vaulting Properties

Owner ID

ok The Media Owner ID can be up to 14 characters and is written to all vault storage to identify
the owner. Choose an Media Cwner 1D that will easily identify your company or
organization, for example your company web URL

Owner ID Status: m Mot Initialized

Owner [D: | ‘_
Confirm Owner ID: ‘_
Initialize

= Back | MNext > I Cancel |

Enter an Owner ID that will identify the cloud and tape media as yours. For this
example we'll enter datastor.com. Click the Initialize button to configure the

product with this OwnerlID.

) Configure Vaulting Properties ﬂ

-4+ Configure Vaulting Properties

Owner ID

03 The Media Owner ID can be up to 14 characters and is written to all vault storage to identify
the owner. Choose an Media Owner 1D that will easily identify your company or
organization, for example your company web URL.

(!
ner us; - nitialize
Owner ID Stat e Initialized

Owner [D: datastor.com
Confirm Owner [D: datastor.com

<Back | Ned> |  cancel |

Click the Clear button if you want to change the Owner ID, otherwise click Next
to continue to the summary page.
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) Configure Vaulting Properties x|

# O ing Prop

Completing the Configure Vaulting Properties wizard

You have successfully configured vaulting.

Vaulting Settings

Cache drive location "G\
System Encryption Initialized
Media Owner ID "datastor.com’

Click Finish to close the wizard.

< Back | Finish I Cancel |

Review the vaulting settings and click Back if you want to change something,
otherwise click Finish to close the wizard.

Step 8) Create a Cloud Before you can archive data to the cloud you need to create a Cloud Account.
Account and add it to Choose the Cloud Storage node Add Cloud Account action.
the product
I I
File Action View Help
L Archive Manager (Local) Name | Actions
= Sto -
B s rere r otens o o
Bl | MyTestData ' ® Cloud Accounts
= Aecwves Upload/Download Status
- TestData
|F Quarantined Items < D Add Cloud Account...
'l Recyde Bin = .
& All vaults i
All Store Groups |G Refresh
a8 i
& 3B 12 5tar @ Cloud Accounts = Exportlist...
* Local Plans Upload/Download Status G Bropertes
o}, Remote Compt -
w Help
View L4
=] 2
i Refresh |
- Exportlist..
Properties
Help

On the Cloud Accounts screen click the ‘Cloud Storage Account’ link to purchase
cloud storage and receive your Activation key.
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Cloud Accounts H[=1E

2nd Site |

2N mdsie

[

C: Cloisg Shousge Aot ?du;edml shosage of ged an ackivation key
ot A eeshng ScooLnt

_ o |

After you receive your Activation key, click either the New Account icon or the
Add button to register your new cloud account with this product.

Choose the default data center for this account where you would like to store
your data. When you create individual Store Vaulting tasks (Step 7) you can
override this setting. Note: From the Archive Manager node Properties action
you can create an Export Settings task to automatically save your Archive
Manager configuration files. The Export Settings task will store the
configuration files to the default data center.

2nd Site _[Of <]

e
‘e | Speciy activalion key ko register new Cloud account

Display name:
Defauk data centes;
Actreation kew
*The 15 Standard s S50 Fauls
in Morthern Yaginia or T = TR,

Cloud Stosage Account  Purchase clowd storage of get an
activabion key from an existing account,

(]9 Cancal

Enter your Activation key and a meaningful Display name, and then press the
Test Connection button to make sure it's working.
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Znd Site !E]E

i Specily activabon key to register new Cloud account

Display name: [MyClouda coount

Defaul data center: [US Standard * |
Activalionkey:  [xOOCO00O00OCCCTOOOOOONOIC
™ UseSSL

Cloar Activaill | Test Connection D>

* The US Standard region automatically routes requests to faciities
in Morthen Virginia o the Pacific Norlhweest using nebwork maps.

Cloud Storage Accourt  Purchase cloud storage o get an
activation key [rom an existing account.

[ ok ]| coance |

2nd Site =] E3 |

f';,_x"’ Speciy activation key to register new Cloud account

Dizplay name; [MyCloudaccount

L I a Vi vm o, P
Cloud Connection %]

Connection success.

Purchase cloud storage of get an
actneabion key from an existing account,

oK Cancel |
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Click OK to close the Cloud Connection message box and then click OK again to

add the account to the product.
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Cloud Accounts
Llowd Shoeage Account  Purchase choud shorage: oo get an activabion key
Brorm & sxdsting Scoount.
_ oo |
Click Close to close the Cloud Accounts screen. Your new Cloud Account should
now show up under the Cloud Storage node as shown in the screenshot below.
I loixi
[Q) Archive Manager (Local) Name | | Actions
i - i
B Ik AllStores There are no items to show in this view.
= L MyTestData View b
E 4 Archives
5 € TestData |G Refresh
® M Quarantined Items |5 Exportlist...
# 71 Recyde Bn
B g All Vaults [ Propertes
# y All Store Groups Help
5 4> Cloud Storage
2 T —
& &, 2ar2standard (C:)
 Local Plans
@ J;, Remote Computers
|
Step 9) Create a Store To archive data to the cloud or to tape you need to create a Store Vaulting Task.
Vaulting Task This task copies from a 'Store' to a tape or cloud 'Vault'.
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I -ipix
File Acton View Help
= 5@ A=
[ Archive Manager (Local) | Actions
= Storage MyT. ta e
El [ All Stores Click 'Create Store T
=l= MyTestData
2 MyTestData
= Archin f
i Lk Histo
3 Te |Usage History sage nistory
[® quar: ® Store Tasks ® Store Tasks
= Task History
i Recy Task History
b All Vaults :
i3 éjlloizorsioar'rac;i o . Create Store Task...
g — k
45 MyClouds Export Task History... g ExportUsage History...
& 2B r2 Standz Export Plan History... -ﬁ Export Task History...
1 Remove Store. ..
| Lok Pas T& ExportPlan Histor
o, Remote Computer 40, » i S ¥
¥ Remove Store...
Refresh LI
| Properties | |
Help

Create a Store Vaulting Task by highlighting the store and choosing its Create
Store Task action.

Create Store Task

-
==

d

What type of store task would you like to create?

2 Create Store Copy Task...

=2 Create Store Vaulting Task... %

2 Create Store Verify Task...

= Create Store Expiration Task...

= Create

Store Purge Task...

x|

While we're here, notice the other types of store tasks you can create. Store
Copy Tasks can replicate stores within this Archive Manager system or even to
another Archive Manager system across a network.

A Store Verify Task verifies the integrity of a store, including data and catalogs.
Corrupt data will be moved to the store's Quarantined Items folder and flagged
'red'. Subsequent runs of a protection plan will attempt to repair (replace) the
corrupt data. When successful, the quarantined item will get a 'green' flag.
Green-flagged quarantined items may be safely deleted.
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A Store Expiration Task will expire data from a store by moving it to the store's
Recycle Bin. The expiration criteria can be set through the store's Property page.
The default retention setting is 'indefinite'.

A Store Purge Task removes unreferenced and expired data from the Archive
Manager system.

Click 'Create Store Vaulting Task' and then select Cloud Account.

' Create Store Vaulting Task
Create Store Vaulting Task

-r ’=
) 5 I

Cloud Account | Tape Device

2nd Site |

A 2nd site

>

—

Hew Account BRI

L kot

Select the account you wish to vault to and then click Next to continue.

."r.ﬂr'rln-rr Wadlting Task B

. Create Biore Vaulting Task

Choose Data Center

The cloud oot yeu have chosen cen shore dats b0 ary of the data cenbers libed belgws Chagie 1 data
cteer whire your dats will Be stored for this vaulting task.

Regicn |
LIS SRanatyrd =

LIS Whe gt [Oregon] Pegion

LIS Wit 5t Plarhesn Califoreia) Region

AP eelad) Robgican

Adin Pacific (Sageapont] Region

Asin Pacific Tokyoy Region

South America 550 Fadal Region

= Tha LIS Diasand region aukomatically nsated requedts bo Fucilite s i Mor®aem Vinginis or S Pacfic
Bt U netsor maps

= Back I Wt > I Cancel ]

Since US Standard is the data center we chose to be the default data center for
MyCloudAccount, it is the one pre-selected. You may change the data center for
this vaulting task here, if you wish.
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(W create Storevating Task x|

Creals Sioae Vaubing Task

Selbect Archives lo Copy

Select wineiferr 10 copy M Arghanes [rom ine 1aeece Soke OF CNOOSE Speolr s chives fram Dhe B

™ Cogy Sl BrPad fom 1 oo Tlae 1‘--—

™ Copy only the seleced archives irom the sournce one

Hame
B Testtiazs

Hoti= Selesting ‘Copy all anchbres from the sosrce lone’ includes sichiers that will be crested Trom new
pretedisam plar runnesg o Bhe sourde 100e

+ Back Mt = cancel |

You can copy all archives (all data from all protection plans writing to this store)
or you can select to copy only certain ones. We'll take the default of copying all
archives. Click Next to continue.

Each protection plan run is a point-in-time to recover from. You can copy all
recovery points into the selected vault, copy a range of recovery points, or copy
only the most recent recovery point. Again, we'll take the default of copying all
recovery points.

8 Create Store Vaulting Task x|

- Create Store Vaulting Task

Configure Recovery Points to Copy

Each protection plan run is a point-in-time to recover from. You can copy all recovery points from the
selected store, recovery points within a date range, or just the most recent recovery point.

o Copy all recovery points ‘-—

(o Copy recovery points within a date range

= From start date ™' 70 end date

I Saturday , September 01, 2012 d I Sunday , September 30, 2012 j
i Cnly copy the most recent recovery point

Mote: One reason for selecting to only copy the most recent recovery point is to have longer retention of
data with less granularity. For example, you can set up the schedule for the task to only run weekly and
only copy the most recent recovery point.

< Back Cancel |

When the Store Vaulting Task first created it automatically creates the Vault. On
the Vaulting Task Name screen you can give the task a name and you can also
give the vault a name. Again, we'll take the defaults. Click Next to continue.

Path to Cloud Quick Start Guide

31



Path to Cloud Quick Start Guide
6-67753-02 Rev A
February 2013

8 Create Store Vaulting Task x|
.| Create Store Vaulting Task

Vaulting Task Name

Type a name for the store vaulting task and specify a name for the vault,

Task Mame:

Vault MyTestData to MyCloudAccount

Mote: Choose a name that describes the purpose of this task. For example, use a name that helps identify
the data being copy from a store to a cloud account or tape device.

Vault Name:

MyTestData Vault

Mote: Choose a name that describes the purpose of this vault. For example, if this task vaults data from a
store named 'Storel’, then an appropriate name might be "Storel Vault',

< Back

Cancel |

As with protection plans, Store Vaulting Tasks can be scheduled. In fact, all store
tasks can be scheduled. For this example we won't schedule the task but instead
just run it manually. Click Next on the Edit Vaulting Task screen to continue.

. Create Store Vaulting Task x|

- Create Store Vaulting Task

Schedule Vaulting Task

Set a schedule when the vaulting task will run.

' No Schedule :

Run manually or edit the schedule later
 Daily
~ weekly

= Monthly

Security options

When running the task, use the following user account:

DOMAIN'BackupAcct Change User...

< Batck

Cancel |

Review the summary on the Completing Store Vaulting Task wizard and click the
Back button to make any adjustments. Click Finish to accept the settings and
exit the wizard. Enter the account information for running the scheduled task
when prompted. The new Vault will automatically be created and the new Store
Vaulting Task will appear in the middle pane of the Ul when the particular store
node is highlighted and its Store Tasks action is selected. The Vault will appear
under the All Vaults node. The vault's Archives folder will be empty until the
Store Vaulting Task has been run.
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I =10/

File Acton View Help

e A2 ol 7 1

[ Archive Manager (Local) | Acti

= E-Ii Storage | Vault MyTesiData to MyCloudAccount MyTestData ~ =
:ﬁ— Status: 0K MyTestData

——iehi This store task is not scheduled to run automa E
0 = Usage History

|F Quarantined Items

1 Recyde Bin \ c ® Store Tasks Yy

Al Vaults

Task History
1 All Store Groups
& 2k8 r2 Standard (C:) \ Create Store Task...
<. Cloud Storage . j
., Local Plans E Export Usage History...
\!h Remote Computers E Export Task History...
? Export Plan History...
¥ Remove Store...
View 4
|G Refresh
Properties
E Help 7

ﬂ_j,. Task Settings. ..
[:"3 Edit Schedule. .. ;I

I -0l x|

File Action View Help

= [= =
e |2m=H
1) Archive Manager {Local) IName | Status | Location | i
[El [ Storage ‘kMyTestData Vault Available MyCloudAccount w
= | {j Al Stores
| MyTestData View »
Archives
¥ ) Refresh
|F Quarantined Items L B
1/ Recyde Bin |:=h ExportList..,
SREY - vouits
I d
A MyTestData Vault «ff—— Ep
. Al Store Groups
E‘ 2ka r2 Standard (C:)
.5 Cloud Storage
- Local Plans
Jj; Remate Computers
] | |

I 1= E]

File Action View Help

& (=175 5
9| %ml=d
['¢) Archive Manager (Local) MName | [Act
- All Stores There are no items to show in this view,
| MyTestData View »
Archives
r a
|F Quarantined Items |G] Refresh
111 Recyde Bin |5 ExportList...
i All Vaults
B Help

El i MyTestData Vault

1 All Store Groups

& 2k8 r2 Standard (C:)
“." Cloud Storage

- Local Plans

i, Remate Computers
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Step 10) Run the Store
Vaulting Task

Run the Store Vaulting Task by clicking its Run action.

I =k
File | Action WView Help

= ®= TaskSettings...

Edit Schedule... !
w -
i IEP Actiess
= End . Vault MyTestData to MyCloudAccount estData

Delete Task... B status: OK MyTestats
This store task is not scheduled to run automatically,
il Usage History
——rrpeguareTored Items
1 Recyde Bin ® Store Tasks
! o Task Settings...
ki Task History
El ¢ MyTestData Vault Edit Schedule...
Archives i Create Store Tas...
All Store Groups End 2 i
tU His...
& 2k3 r2 Standard (C:) Delete Task... & ExportUsage His
El 45 Cloud Storage T TR ExportTaskHist..
B 45 Mycloudccount T
A5 MyCloudAccount 5 )
" tPlan Histo...
[=] #r MyTestDats Vault & ExportPlan His
Archives * Remove Store..,
=21 Local Plans T R
= J,-_ Remote Computers iew
|| Refresh
|:| Properties
ﬂ Help
o

= Task Settings...
(%) Edit Schedule...
o

0 ed

¥ Delete Task...

E Help

4

You can monitor cloud upload/download activity by selecting the Cloud Storage
node Upload/Download Status action.

Note: When uploading to the cloud the data is staged in cache before
moving to the cloud. When downloading from the cloud the data is
staged in cache before it is available for a Restore Point in Time.
Monitor upload/download activity to see when the upload or
download is complete.
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=0l

i il 1=

[} Archive Manager (Local)
= Storage
E [ Al Stores
= L MyTestData
Archives
[F Quarantined Items
1| Recyde Bin
Bl g Al vauls
Bl +#r MyTestData Vault
Archives
All Store Groups

. Archives

- Local Plans
s Remote Computers

Descri., | Size
“5etMa... 128KE 96 KB
£ MyTes.. 384KE O

“MyTes.. 128KB 0
< MyTes.. 126KB 0

Remai... |Percent Transf..

25 ] 116K..
100 [ 6966...
100 [ 2239
100 [ 2767 ..

Time L..| Status

00:D0:08 | Proces...
00:00:00 Comipl...
00:00:00 Compl...
00:00:00 | Compl...

Upload

11.6 KBis

Download

0 byles/s

| Actions

h E’ . Stnmge -

Cloud Accounts

&  Upload/Download Status
6 Add Cloud Account. ..

View »
|G| Refresh
D Properties
Help

Running the store vaulting task for the first time automatically creates the
archive in the vault defined by the vaulting task. You can explore and restore the
data from the vault after running the 'Prepare' step (pressing the Prepare

Path to Cloud Quick Start Guide

button).
I ol x|
File Action View Help
fas 20551 s 7l
1§ Archive Manager (Local)
= Storage -
= [y All Stores
=] MyTestData
x Delete
|c] Refresh
B g = )
I 4 MyTestData Vault [E] Properties
= Archives Help
W T
estData <= Al | .
All Store Groups
2k8 r2 Standard (C: |
= ,%ck,ud Siivaae <l EN september, 2012 [ Prepare | explore | Restore
= &5 MyCloudAccount Sun Mon Tue Wed Thu Fri Sat
=] i MyTestData Vault 26 27 28 20 30 31 1
= Archives 2 3 4 5 6 7 8
.| TestData <= 9 10 “I¥ 33 13 w4 15
*, Local Plans 16 17 15 g%l 20 21 22
. Remate Computers 23 24 25 26 27 28 29
30 1 2 3 4 5 6
[ Today: 9/19/2012
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Summary

Although you can explore the recovery point without running Prepare, the
actual data is not reachable and you will see error messages like "The file cannot
be accessed by the system" or "The system cannot find the file specified" if you
try opening a file or restoring. The prepare step transfers the data from the
cloud into the recovery point-in-time on the local system. After preparing the
recovery point you can explore and restore normally, either by exploring to a
folder or file, right-clicking it and choosing an action or by clicking the Restore
button to restore the whole point-in-time.

This completes the quick start exercise. We've gone from installing the product,
to archiving data to the cloud, to restoring data from the cloud. To learn more

about the product please refer to the online context-sensitive help and the User
Guide.
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