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Path to Tape Quick Start Guide

Step 1) Install the
product

This document will lead you from installation, to archiving data to tape, to
restoring data from tape. (For more information, go to http:/
www.quantum.com/ServiceandSupport/Index.aspx.) It is designed to give you a
quick introduction to the product using default settings. From here you can
further your understanding of the product by exploring and referring to the
online documentation and the context-sensitive Help buttons. It assumes you
have the setup program and necessary license keys. Also, the computer that you
will install to and the computers you wish to back up must be in the same
Windows domain and you should have a domain administrator account
dedicated to running this software.

Note: If you are familiar with the product and only want to learn about the
new tape support feature you can skip to step 5.

For more information, see 6-67520-XX DATASTOR Shield Quick Start Guide for
minimum system requirements and details on installing the product.

Log onto the computer where you are going to install the product (later referred
to as the "Archive Manager server") using the dedicated domain administrator
account. Open the setup program Quantum_DATASTOR_Shield_7.x.x.x.exe and
follow the prompts to install the program.

When the installation completes, the Archive Manager user interface (later
referred to as the "UI") will start up. You will be prompted to add a license key,
buy now online, or register for evaluation. Choose Add a License Key and then
click Add on the License Keys page. Enter (or paste) your Manager key first and
then click Activate Now on the Server Activation page. You should receive a
popup message saying the software has been activated. Repeat the Add/
Activate steps for each of your keys. In order to complete the steps outlined in
this guide you should have a Manager key and possibly a Tape Automation
Option key. Some versions of the product automatically include tape library
support without requiring a Tape Automation Option key. If you want to archive
data from a remote computer you will also need at least one Remote Server key
and optionally one Remote Desktop key. Click on the OK button when you have
finished entering license keys. Note: You can return to the License Keys page at
any time by choosing the Edit License Keys action on the Archive Manager node
of the tree view (top node in the left-hand pane of the Ul).

After clicking OK on the license keys page the program will start its services and
check for program updates. You will be notified if any updates are available.
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Step 2) Schedule the
Checkup Report

It is important to set up a schedule for the Checkup Report. Setup is accessed by
selecting the Properties option under the Archive Manager.

[#] ouantum DATASTOR Shield

o Remote Computers

PM

Report created on 12/16/2012 - 5:18

=1 E3 |
File Action View Help
&= ||
\ Archive Manager (Local) j | Actions
| Storage Archive Manager status for "

A ™. L -

‘. Local Plans LSVNDX1 i,
H

archive Manager

®  Checkup Report

Checkup report run;  Most recent =

About DATASTOR Shield. ..

Edit License Keys...

Purchase Software Licenses, ..

Purchase Suppart Subscription, .

Check for Updates. ..

Save System Recovery Environmen. ..

Impork Setkings...

View »
|6 Refresh
D Properties

ﬁ Help
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Enter the email address the report should be sent to.
Enter the email address of the sender.
Enter the Host email server’'s name.
Then select Modify schedule...
Archive Manager {Local) Properties

Export Settings  Checkup Repoart IViewStor Settingsl

1. Specify the settings for generating a report of the store and protection plan
status for the past 24 hours.,

Settings
Schedules Every 12 hour(s] from &:00 PR for 762 minutes every day, starting 12/3/2012

Modify schedule... |

¥ Create an HTML report file
¥ sendthe repart as an Email

Ta I

Sender I

Host: Port:
| 25

[ Use secure Sockets Layer [S51)

Sender Password [optional):

’TI Cancel Apply
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Schedule the task.

CheckupTask - LS¥NDX1 K E

Task  Schedule I Setlingsl

Every 12 hour(z) frarm B:00 Pr for 762 minutes every day, starting
12/3/2012

Schedule Task: Start time:
Diaily ﬂ I £:00 PM ill Advanced... |

wieekly
tonthly
Once I dayls]
At System Startup
At Logon

when idle

™ Show multiple schedules.

ak I Cancel

CheckupTask - LS¥NDX1 K B3

"Task  Schedule | Settingsl

Ewery 12 hour(z] fram B:00 PM for 762 minutes every day, starting

124322
Schedule Task: Stark time:
IDain j I 500 P j Advanced... |
Schedule Task Daily

Ewery I‘I _I; day(z]

[ Show multiple schedules.

Ok Cancel
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The fields for Run: and Start in: will automatically populate after the schedule is

setup.

CheckupTask - LS¥NDX1 Ed

Task |Schedu|e| Settingsl

D C:\amindowsh T asks\CheckupT ask - LSWND1 job

Fiur:

Browse. . |
Start in "C:\Program Filez\Quantumh\DATASTOR ShieldhServer”
Comments:
Run as; CIUANT Uk Sprauirphy Set pazsword...

[~ Bun only if logged on
[v Enabled [zcheduled task muns at specified time]

0K I Cancel

Select additional settings that are appropriate for your installation.
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CheckupTask - LS¥NDX1 K E3

Task | Schedule Settingsl

— Scheduled Tazk Completed
[~ Delete the task if it iz nat scheduled o run again.

[ Stop the task if it runs h:ur:l :ll hnur[&]l j minuke[z).

 |dle Time
[~ Only start the task if the computer haz been idle for at least;

I _I; minube(z)

[ the computer haz not been idle that long, retry for up ta:

I _l: = 6]

[~ Stop the task if the computer ceases to be idle.

— Power Management

[~ Dot start the task if the computer is minning on batteries.
[~ Stop the task if batter mode beagins.

[~ “ake the computer ba run this tagk.

Ok I Cancel

Finally enter your administrator password to save the scheduled task.

DATASTOR Shield E
fr=
=
Y
Enter the password For the store checkup report scheduled
kask,
Lser name: QUANTUM praurphy J
Password: ||
(0] 4 I Cancel
Step 3) Schedule the The Archive Manager system can automatically create restore points of its
Export Settings Task configuration files. Archives protected by Store Vaulting Tasks can also be

recovered if the vault is available. This section shows how to save and restore
the configuration files.
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Usage Scenario

When setting up your Archive Manager computer, Quantum suggests that you
schedule an Export Settings Task to archive your settings to a folder location on
a removable disk, such as an RDX, or to cloud storage. This enables you to
quickly and easily restore your system and data if your Archive Manager
computer dies.

Schedule the Export Settings Task

To configure the system to save configuration settings, open the Archive
Manager Properties page and choose the Export Settings tab.

This feature runs as a scheduled task, called "ExportSettingsTask -
<computername>." As with Store Tasks and Protection Plans, you can set a
schedule for automatically running this task. You can also run the task manually
from the Windows Task Scheduler.

To create a new task, select Modify Schedule and then click New on the
Schedule tab to create the task.

The settings are exported into a compressed file, which you can use to restore
them later. Quantum suggests that you save your settings either to a folder on a
removable disk, such as an RDX, or, if you have set up a Cloud Account, to that
account.

Choose where to save the export file, then specify a number of versions to keep.
Oldest versions beyond the number to keep will be deleted. The export file name
contains a timestamp indicating when the export was performed, and the
computer name of the system that was exported, as follows:

<computer name>. <timestamp>.export.zip.

Note: When you save to a Cloud Account, the exported file will be saved to
the default data center specified in the account's Properties page.

A store is where your deduplicated data will reside after running a protection
plan. Select either the Storage node or the All Stores node and then click its Add
a Store action. Note: Actions for a highlighted node can be selected from three
locations: right-clicking the node, the Actions pane (right-hand pane of the Ul),
or the Action drop-down from the menu bar.

Path to Tape Quick Start Guide
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I i xi
File Acton View Help
&= nE=  E
L) Archive Manager (Local) Mame I Actions
[= [ Storage
E : There are no items to show
) Nl Store View »
a0 CloudSt————————————— e ;
' localPlans =~ Refresh | Refresh
d;, Remote Cor  Export List... _
' = ExportLlist...
Help
] Hel
[ ) i
I _ioix
File Acton View Help
&= El= | BE
[y} Archive Manager (Local) Mame I Actions
= [y Storage
E i .-!\Eitn:an:: There are no items to VTl All Stores
};’ All Vaults in this view. ;.
(1 All Store Groups
.5 Cloud Storage ew 4
- Local Plans | Refresh
o, Remote Computers B Eiportist...
i Hel
o] )
I =1oix|
File | Action WView Help
& - ITTET
e — i,
T A Refresh Mame | Actions
B 'f  Expertlist..
il | e e poions oo [
- Help in this view. i3 Addastore...
| All Store Groups
4.5 Cloud Storage VW b
. Local Plans |ci] Refresh
Jh Remote Computers (5 Exportlst..
i Hel
P ™
Notice the 'caution' icon on the Remote Computers node in the screenshots
above. This is because no Remote Server/Desktop keys have been added.
Clicking on the Remote Computers node will prompt you for a license key, or
10
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you can highlight the Archive Manager node and choose its Add License Keys
action.

Depending on your product version, stores can be on local disks, network drives,
removable disks such as RDX, or in Windows folders. You can create as many
stores as needed, at any time. The store location you choose should, as a rule of
thumb, have as much free space as the data you will be protecting.

E_Add Store Wizard [ %]

Ly Add Store Wizard

—

Disk Drive Removable Disk

= .\ Select a Disk Drive

s protect files to a local of remavable disk,

s [Mame | Type | Total Size | Free Space |
&5 Local Disk [CY) Local Disk 195 GB 163 GB
cwlocal Disk (D) Local Disk 2,86 TB 2.54TB
o Mews Walume [E:] Local Disk 23976 23976

= Back | Mext = I Cancel |

For now, choose Disk Drive and then select one from the list, then click Next to
go to the Storage Name page.

On the Storage Name page, under Add new, give your store a meaningful name
like MyTestData, and then click OK. (This guide assumes you called it
MyTestData) The program must 'prepare' the store prior to use. Click the 'Prepare
now' button on the Prepare Store page. Click Next when the preparation is
complete. Review the information on the Store Added page and then click the
Finish button.

Path to Tape Quick Start Guide
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Step 5) Create a
Protection Plan

I =0l x|
File Acton View Help
&= | 5= HE
Uy Archive Manager {Local) Mame Actions
= Storage y e ]
B F; Al Stores There are no items to show
in this view, ]
= MyTestData View 3
=
[F Quarantined Items I Refresh
| Recyde Bin |z Export List..,
4 Al Vaults
All Store Groups E Help
“.5 Cloud Storage
ﬁg 2k8 r2 Standard {C:)
® . Local Plans
[+ J,._ Remote Computers
4] | ][« | H

Your new store should appear under the Storage/All Stores node when the All
Stores node is expanded (click the '+' to expand). Note: You may need to
'refresh' the view from one of the higher-up nodes. Expand MyTestData and then
Archives. Notice there are no archives in the Archives node. We'll get to this later.

A Protection Plan is what archives your data. It runs as a Windows Scheduled
Task and contains information like what data to archive and which store to
archive it to. Protection plans can be Local Protection Plans which protect data
from the Archive Manager server and, if you have added one or more Remote
Computers, there can be Remote Protection Plans to protect data from remote
computers. Data protected by Remote Protection Plans is deduplicated on the
remote computer before it is sent over the network to a store on the Archive
Manager server. For this exercise we'll create a local protection plan.

Highlight the Local Plans node by clicking on it. Notice that in the center pane of
the Ul it says to click "Create Protection Plan" to start protecting your data. Select
the Create a Protection Plan action and then choose the type of data you would
like to protect. For this example choose Files and Folders. The other types of
plans are available based on the existence of the data type (i.e. is SQL installed
on the computer?), the product version and installed license keys.

12
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File Acton View Help

S

r‘ Archive Manager (Local)
[y Storage
= AllStores
= - MyTestData
4 Archives
|F Quarantined Items
17| Recyde Bin
& All Vaults
"1 Al Store Groups
.5 Cloud Storage
2k8 r2 Standard (C:)
!j;*. p, ™ Protection Plans
History
Restore

Click "Creat

1
——

Create Protectio RF'Ian. =
Export Plan Histo

Event Viewer...

View Log...

View

Refresh

Help

Create Protection Plan

[E:Jj What type of data would vou like to protect?

= Fies and Folders
= SQL Databases
< Exchange Data

= Computer System
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There may or may not be a Plan Configuration page. If there is, click Next to
create a new configuration for this plan.

On the Enter Folders to Protect page click the Add button to open the Browse

For Folder dialog.

Path to Tape Quick Start Guide
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#8 Add Files and Folders Protection Plan x|

;J Add Files and Folders Protection Plan

Enter Folders to Protect

Specify the folders to protect with this protection plan

Folders

Add... Edit... Remoe

= Back | Mext > | Cancel |

Browse for folders you wish to protect with this protection plan. Highlight the
folder you wish to protect, and then click OK.

Browse For Folder x|

., temp -

. test

oo

| IMB-files

| testfolderl

F 7). testfolderz

| Tools —I
| Updates

[+ 1. Users _ILI

4| | 3

Make Mew Folder | 0K I Cancel |

Z

Notice that when your folder selection is highlighted in the Enter Folders to
Protect screen, you can Edit or Remove the selection. If you choose Edit you can
further refine the selection by adding inclusion and exclusion rules. You can also
click Add again to add more folders to protect. You can make these changes
later by clicking the protection plan's Plan Settings action.

In this case, the folder TestData and all of its folders/files will be protected by the
plan.
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#8 Add Files and Folders Protection Plan x|

i- Add Files and Folders Protection Plan

Enter Folders to Protect

Specify the folders to protect with this protection plan

Folders

Add... | Edit... | Remove |

A

<Eam INexDI Cancel |

_———

Click Next to continue to the Select a Destination screen. Here you will choose
the Store where you want to keep your deduplicated data. Since we only
created one store the choice is easy. Highlight the store and click Next.

#8 Add Files and Folders Protection Plan |

7 Add Files and Folders Protection Plan

Select a Destination

Select from the list below which destination you would like to use for the protection plan.

Name Total Size Free Space | Location
Stores

yTestData 552 GB 2kS 12 Standard [C)

< Bah INen‘t>I Cancel |

——

On the Enter Plan Name screen give your plan a meaningful name. For this
example we'll call it TestData. You can optionally give it a description. Click Next
to continue to the Edit Schedule screen.

Path to Tape Quick Start Guide 15
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{8 Add Files and Folders Protection Plan x|

- Add Files and Folders Protection Plan

Enter Plan Name

Specify the name for the protection plan

TestData

Specify a description for the protection plan [optional)

This plan protects the C:\TestData folder and stores it to MyTestData |

<§am IHEH‘DI Cancel |
—

On the Edit Schedule screen you can configure a schedule for automatically
running the Protection Plan. By default the plan will not have a schedule and
will run as the currently-logged-on user. You can change who the plan runs as
by clicking the Change User button and you can configure a schedule by
changing the selected radio button. You can also make these changes later by
clicking the plan's Edit Schedule action. Regardless of the schedule settings, you
can run the plan at any time by clicking its Run action.

For this example let's just accept the defaults: no schedule and run as currently-
logged-on user. Click Next to continue.

8 Add Files and Folders Protection Plan |

“ Add Files and Folder= Protection Plan

Edit Schedule

Edit the schedule for the protection plan.

' No Schedule .

Run manually or edit the schedule later
 Daily
 Weekly

" Monthly

Security options

When running the task, use the following user account:

DOMAINBackupAcct Change User... |

< Ba(h INen‘t>I Cancel |

——

Review the summary on the Completing the Add Files and Folders Protection
Plan wizard and click the Back button to make any adjustments. Click Finish to
accept the settings and exit the wizard. Enter the password for running the
scheduled task when prompted. The new protection plan will now appear in the
middle pane of the Ul when the Local Plans node is highlighted and its
Protection Plans action is selected.
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Step 6) Run the
Protection Plan
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=10l

[F Quarantined Items
1 Recyde Bin

Jr Al Vaults

) All Store Groups

“. Cloud Storage

2k8 12 Standard (C:)

o}, Remote Computers

% Plan Settings. ..
Edit Schedule...

Run

End

Advanced Settings...
Delete Plan...

Help

s 2 E=
[y Archive Manager (Local) | Actions
T
Local Pla
2 AllStores Udbatl i
E L MyTestData Status:  OK ® Protection Plans dlff—
Archives This plan is not scheduled to run automatically.

History
Restore
._‘. Create Protection Plan...
? Export Plan History...
3] Eventviewer...
L] View Log...
View 4

|G Refresh

%5 Plan Settings...

() EditSchedule. ..

€) Run

@ end

5 Advanced Settings. .
¥ DeletePlan...
Help

Click the plan's Run action to run the plan.
I

File Acton View Help

=101 x|

[y} Archive Manager (Local)
= Storage
= | AllStores
= - MyTestData
= Archives

7 Recyde Bin
# AllVaults
All Store Groups
" Cloud Storage
& 2k8 r2 Standard (C:)
~ Local Plans
o}, Remote Computers

TestData

Status:  Running
Started Wednesday, September 19, 2012 at 2:53 PM

- Files processed:

Elapsed time:

00:00:02

| Actions

@ Protection Plans

History

Restore

Create Protection Plan...
Export Plan History...

Event Viewer...

B ml &

View Log...
View 4
Refresh

B =

Help

TestData -

%% Plan Settings...
() Edit Schedule...

O Run

0 end

% Advanced Settings...

¥ Delete Plan...

ﬂ Help
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I =lo(x|
File Acton View Help
R Sl el 7| 5
1y Archive Manager (Local) | Actions
"t TestDuta ———
El 1y Al Stores o
= 5 MyTestData Status:  OK ® Protection Plans
= Archives This plan is not scheduled to run automatically. —
M Quarantined Items Last run Wednesday, September 19, 2012 at 2:54 PM ¥
11 Recyde Bin Restore
A Al vaults " y
Al Store Groups |+ Create Protection Plan...
.5 Cloud Storage E Export Plan History...
£, a2 Standard (C:) :
. LocAPiare & Event Viewer...
d, Remote Computers | ] viewLeg...
View »
|Gy Refresh
Help
%% Plan Settings...
(%) Editschedule..,
€ Run
© end
%3 Advanced Settings...
¥ Delete Plan...
Help
1 —
[view the Log File. (ig.log) [ [

When the plan has finished running the completion status will be indicated by
the icon and on the status line. In this case the plan ran successfully as indicated
by the green icon with checkmark and Status: OK.

=10l x|
File Acton View Help
| 7=Em
10 Archive Manager (Local) Actions
"2 A Wi e —
=l ] MyTestDats Status:  OK d— ® Protection Plans
= Archives This plan is not scheduled to run automatically. .
[ Quarantined Ttems Last run Wednesday, September 19, 2012 at 2:54 PM Fistory
1/ Recyde Bin Restore
* :: ;:::‘:Gmups % Create Protection Plan...
> Cloud Storage ? Export Plan History...
%dzi;ﬁar"zsslandard 3 §& Eventviewer...
.}‘,, Remote Computers |_| View Log...
View 4
|G Refresh
Help
%5 Plan Settings...
(S Edit Schedule...
€} Run
D end
%% Advanced Settings...
¥ DeletePlan...
Help
N ——
[View the Log File. (siq.log) [ [

You can review the statistics for the plan run by choosing the Local Plans History
action. Then, with the particular run highlighted, click on the View Log link to
see the log file. The most recent logging information is at the end of the file.
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I -lolx|
File Acton View Help
e 2w Em
'y Archive Manager (Local) | Actions
T e —
= [ Al Stores < /2 6 PM / i
= - MyTestData Protection Plans
= Archives 5 &
[M Quarantined Items o Hestary
71 Recydle Bin Restore

& AllVaults =

All Store Groups |- Create Protection Plan...

. Cloud Storage _ﬁ Export Plan History...
%ﬂﬂ;ﬂzjmndard ©) 4 | 0| .
iy Remote Computers Result Details - TestData [0 vewLeg..

- View 3
Task completed successDlly. View log

3 Refresh

Help
Data reduction:  545.13:1
Files protected: 16

Factored Mew files: 4
165 MB
Stared

Changed files: 0
293 KB

Total processed: 156 MB
Total changed: 156 MB
Total stored: 293 KB

4 | ¥

By default, protection plans run with multiple processes. The main (parent)
process and the plan run's overall statistics are shown. The first time a plan is
run it typically has to archive all data to set a 'baseline'. This run achieves
reduction primarily through single-instance deduplication (i.e. if two files are
the same only one is stored) and compression. A reduction of 2:1 is common.
Subsequent runs are much quicker and only store changed unique data.

To restore data click on the Local Plans Restore action. Notice in the screenshot
below that there is nothing shown to restore. That's because there were no
protection plans run on September 10th, the date selected on the calendar.

I o]
File Action View Help
e n[mHF
T3 Archive Manager (Local) Plan [ Archive Time Status [ storage [ Actions
-t L —
= Al Stores i
= MyTestData Protection Plans
=] Archives History
IF Quarantined Items
71 Recyde Bin ® Restore df—
E g All Vaults -
# Al 5:’:& Groups |+ Create Protection Plan...
45 Cloud Storage T8 ExportPlan History...
%azij;sstandard ©3 < | 2] | & Eeventviewer...
, Remote Computers View Loy
B di " EE september, 2012 [ Explore Restore b 2
Sun Mon Tue Wed Thu Fri Sat ew ¥
26 27 28 29 30 31 1 |64 Refresh
2.3 % 5 & 78
GF 11 12 13 14 1S Help
16 17 18 20 21 22
23 24 25 26 27 28 29
W 1 2 3 @4 5 .6
Today: 9/19/2012
] — L

Dates that had protection plan runs are shown in bold print. September 10th
(also the current date, as indicated by the box around it) is bold so let's select it.

Path to Tape Quick Start Guide
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I =10l
File Action View Help
«=2FE=
Iy Archive Manager (Local) Plan [ Archive Time Status Storage | Actions
g = 5"?’:'?:”25 TestData 9/19/2012 2:53:26 PM Available MyTestData w
E L MyTestData Protection Plans
=2 Archives
| quarantined Items History
7 Recyde Bin ® Restore
& :: ::':':Gmups %4 Create Protection Plan...
£ Cloud Storage T Export Plan History...
%mjzkjarnzsstandardﬁ:) 4 T | [ ———
o}, Remote Computers EE scptember, 2012 [ E Restore | ] viewlog...
Sun Mon Tue Wed Thu Fri Sat Yew 4
26 27 28 29 30 31 1 1 Refresh
2 3 4 5 6 7 8
9 10 1112 13 14 15 Help
16 17 18 @gEF 20 21 22
23 24 25 26 27 28 29
30 1 2 3 4 5 [
[ Today: 9/19/2012
N — |
|
There's our plan run, or 'point-in-time' capture of the data. We need to highlight
it before the Explore and Restore buttons are enabled.
I =10 x|
File Action View Help
&= 7l ERE
D aichive Maringer (Loc) [Pan [ AchiveTime _[status | | Actions
B g Sexage s 9/19/2012 2:53:26 PM Available MyTestData w
Bl Al Stores . -
= - MyTestData Protection Plans
=] Archives
|F Quarantined Items History
7| Recyde Bin ® Restore
x z:;:“r“:Emups % Create Protection Plan...
5 Cloud Storage T8 ExpartPlan History...
%ﬁsmda'd@) < ] ] | & EventViewer..
., Remote Computers Bl september, 2012 3 Explare Restore D Wiew Log...
Sun Mon Tue Wed Thu Fri Sat o 4
26 27 28 29 30 31 1 G| Refresh
: 13 1‘1‘ 1: 1: 1: 12 Help
16 17 15 el 20 21 22
23 24 25 26 27 28 29
30 1 2 3 4 5 6
[ Today: 9/19/2012
]
\
Choosing Explore lets you browse the point-in-time just like in Windows
Explorer. By right-clicking an item in the Point-in-Time Explorer you can open it,
drag-n-drop it from the archive to the desktop or Windows Explorer, Save As,
and Copy/Paste.
B Point-in-Time Explorer
901972012 2:53:26 PM
M- b C
- | TestData
= | 1MB-files
23 o
W 1
W 2
I
;4
S B IR Ty Ry £ P S S AP AP e Sy
20
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Choosing Restore opens the Point-in-Time Restore screen. You can restore back
to the original location or an alternate location. You can restore just files that
are missing and files that have changed, files that are missing and replace all
existing files, or files that are missing and files that have changed and remove
any files or folders from the restore location that are not in the restore point-in-

time.
Point in Time Restore !Elﬁ
TestData
4s of: Wednesday, September 19, 2012 2:53 PM
Restore files to: IOriginaI location j
Alternate location: Click here to select an alternate folder
Restare! IMissing files j
Missing files and files that have changed
Status 7 . o :
Missing files and replace existing files
Missing files, files that have changed, and remove extras
Current run status: Click Restore to start restoring files

Restore started at:

Restare finished at:

Restoring from: MyTestData

" Run restore with high performance settings

View log | Restore | Close |

To run the restore job with multiple processes check the 'Run restore with high
performance settings' option.

-0 x|
File Acton View Help
il 2] [
'j‘ Archive Manager (Local) Plan | Archive Time Status | Storage (Actions
£, e TestData 919/2012 25326 PM  Available  MyTestData estData
=] All Stores
= MyTestData View 4
= Archives
= ) T e— o PeEE
|_ Quarantined Items |G Refresh
Recyde Bin [ =
¥ Al Vaults | Proper
All Store Groups ﬁ Help
. Cloud Storage
&2, 3612 Standard (C) < |
Local Plans |
& Explore Restore
@, Remote Computers n LT R n
Sun Mon Tue Wed Thu Fri Sat
26 27 28 29 30 31 1
2 3 4 5 6 7 8
9 -1 41 12 A% d4 36
16 17 1sEEN 20 21 22
23 24 25 26 27 28 29
20 4 I % 4 § g
[ Today: 9/19/2012

Notice also that after running the plan there is an Archive in the store called

TestData (the protection plan's name). You can also Explore and Restore from
here.
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Step 7) Configure

Before you can archive data to cloud or tape you must configure the system for

Vaulting vaulting. Note: You should only need to configure vaulting one time for the life
of the system.
I 0 =10f x|
File  Acton View Help
i A0 Ec WS 7 e
[y Archive Manager (Local) Name | Actions
El All Stores . B
Storage -
BEAgE 4 Al Vaults
2 r'-r:lur-'-ul . I e T TR
- O 2a 1d... P
E rrrErEA " Cloud Storage add a Store Group...
. &321(8 r2 Standard {C:) 4 5
[ “#r Configure Vaulting...
B View 8
; & Add a Tape Device...
2~ A Refresh
i A Export List. .. View b
B & C
i Properties G4 Refresh
& el Help |z ExportLlist..
= Local = )
J,.‘ Remote Computers 5 Properties
7 I I _'I Help EI
Click the Configure Vaulting action of the Storage node to begin the Configure
Vaulting wizard.
) Configure Vaulting Properties ﬁl
N Configure Vaulting Properties
Cache Location
Vaulting requires a disk drive for staging data as it is being vaulted and for preparing to
restore data from a vault. Please select a cache drive from the list below.
Cache Drive Location:
< Select Cache Drive Location..,
= Back Mext = Cancel |
On the Cache Location screen click the 'Select Cache Drive Location' link to select
a drive for staging data as it is being vaulted and for preparing to restore data
from a vault.
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— Select Cache Location
Y Name | Type | Total Size | Free Space |
&.Z{E r? Standard () Local Disk 531 GB h65 GB
4 System (D) Local Disk 465GB 214GB
(—a Local Disk (E3} Local Disk 232GB 151 GB

oK I Cancel

Select a drive and then click the OK button to close the Vaulting Cache Location

screen and return to the Cache Location screen.

Note: Do not use the partition containing the OS for the cache location.

) Configure Vaulting Properties

# O ing Prop

x|

Cache Location

L A restore data from a vault. Please select a cache drive from the list below.

' Vaulting requires a disk drive for staging data as it is being vaulted and for preparing to

Cache Drive Location:

o

= Back MNext >

Cancel |

Click the Cache Drive Location link again if you want to change your selection or

Click Next to continue to the Encryption screen.
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) Configure Vaulting Properties
-4 Configure Vaulting Properties

Encryption

i~ This software uses AE5-256 strong encryption to safeguard your data. A private encryption
A key is automatically generated when you initialize the system using the passphrase provided.

Encryption Key Status: m Mot Initialized

Passphrase: ||— .‘_
Confirm Passphrase: I ‘_
Initialize |

< Back I Mext = I Cancel |

Your data is encrypted with AES 256 encryption prior to archiving to the cloud.
Encryption is optional when archiving to tape. Enter an encryption passphrase
to generate a private encryption key. You should record and safeguard this
passphrase. Click the Initialize button to configure the product with this

encryption passphrase.

) Configure Vaulting Properties 1[
-¢r Configure Vaulting Properties
Encryption
i~ This software uses AES-256 strong encryption to safeguard your data. A private encryption
AL key is automatically generated when you initialize the system using the passphrase provided.
. e oL
Encryption Key Status: N Initialized
Passphrase: Ililblblblblblbl-
Confirm Passphrase: Ililblblblblblbl-
< Back | Mext > | Cancel |

Click the Clear button if you want to change the passphrase, otherwise click
Next to continue to the OwnerID page.
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X

@ Configure Vaulting Properties
- Configure Vaulting Properties

‘Owner ID

o3 The Media Owner ID can be up to 14 characters and is written to all vault storage to identify
the owner. Choose an Media Cwner ID that will easily identify your company or
organization, for example your company web URL.

Owner ID Status: EE Mot Initialized

Owner ID: || i
Confirm Owner ID: I ‘_
Initialize |

< Back | Mext = I Cancel I

Enter an Owner ID that will identify the cloud and tape media as yours. For this
example we'll enter datastor.com. Click the Initialize button to configure the

product with this OwnerlID.

@ Configure Vaulting Properties EI
-¢ Configure Vaulting Properties
Owmner ID
03 The Media Owner ID can be up to 14 characters and is written to all vault storage to identify
the owner. Choose an Media Owner ID that will easily identify your company or
organization, for example your company web LRL
o) .
Cwner ID Status: v Initialized
Owner ID: Idatast-:-r.c-:m
Confirm Owner ID: Idatast-:ur.c-:um
< Back | Mext = | Cancel |

Click the Clear button if you want to change the Owner ID, otherwise click Next

to continue to the summary page.
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) Configure Vaulting Properties x|

¢+ Gonfigure Vaulting Properties

Completing the Configure Vaulting Properties wizard

You have successfully configured vaulting.

Vaulting Settings

Cache drive location 'C:\
System Encryption Initialized
Media Owner ID "datastor.com’

Click Finish to close the wizard.

< Back | Finish I Cancel |

Review the vaulting settings and click Back if you want to change something,
otherwise click Finish to close the wizard.

Step 8) Add a Tape To add a tape device to the system, select the Storage node and then choose its
Device to the product Add a Tape Device action.

=l e
File  Action Wiew Help
o= 2@l H
[ ) Archive Manager (Local) Mame | Actions
= M all sk :
al Add a Stare... ares orage -
Add a Store Grou e All Vaulks i
Al ; g All Store Groups gy Add aStore...
&l Configure Yaulting... ey
o) 7 Cloud Storage Add a Stare Graup...
£ —yStandard 1000 (D2} & Corfiare Vaui
LL_"I S|t|; View N #r Configure Yaulting. ..
oca 7 v
&5 Add a Tape Device...
J,\_ Remat  Refresh C
Export List... Wiew 4
Propetties G| Refresh
Help |5 Export List...
D Properties
E Help
== 2l
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F§| Add a Tape Device (X}

E] Add a Tape Device

Select a Tape Device

Seleck one of the tape devices found on this system to add.

= Back I Mext = I Cancel

Select the device and then click Next to continue.

5 Add a Tape Device E

E] Add a Tape Device

Remote Management Address

Some tape libraries allow remote administration of the device through aweb user interface. Type a URL
uzed for remaote management of the tape device,

Remote Management URL: [Optional)

httpiffnnnnnnnnnann

= Back

Cancel |

You can optionally add the address of the device's remote administration
interface, if applicable. Click Next to continue.
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5 add a Tape Device
m Add a Tape Device

Prepare Tape Device

The tape library must be prepared befaore it can be used, 81l tape media in the device will be loaded and
to identify valumes,

Prepare tape device 'Quantum Superloader

Launch Remote Management

Maote: Unload tape drives in autoloaders before preparing.

= Back | Idexk = | Cancel |

Before the device can be used by the software it must be inventoried. If there
are tapes in any drives of the library, unload them before proceeding. Note:
Inventorying the library may take a long time since each tape must be loaded
and read by the software. Make sure no tapes are loaded in the drive(s) and
then click Prepare now to begin the inventory. When complete, the Next button
will be enabled. Click Next to continue to the summary screen.

FH Add a Tape Device
a Add a Tape Device

Completing the Add a Tape Device wizard

You have successfully added a tape device,

Added Tape Device

Device Mame 'Quantum Superloader’

< Back | Finish I Carice

Click Finish to complete the Add a Tape Device wizard.
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To archive data to the cloud or to tape you need to create a Store Vaulting Task.
This task copies a whole 'Store' to a tape or cloud 'Vault'.

[_[O]
File  Action ‘Wiew Help
o= | 1= H
:.,t Archive Manager (Local) I Actions
= Skorage MvTeskD -
= All Stores Click 'Creat
B = My TestData
arcl MyTestDaka )
[F ou Usage Histary Usage History
Fec ® Store Tasks #® Shore Tasks
J Task Histar
2 Allvauls Y Task Histary
All Stare G T ———
redle SL0re | sk, .. 1
— Standard 10 2 k =i Create Store Task...
= B quantum st Expart Usaglsistary... -
=] .
= quanty  Export Task Histary... T Export Usage History...
| gy Molume: Expart Plan History... ? Export Task Hiskory, .. b
£ Cloud Stora  Remews Store.. )
E Export Plan Historw, ..
~ Local Plans View b
J iy Feermote Caompul ¥ Remove Store...
Refresh . N ;I
| Properties |
Help

Create a Store Vaulting Task by highlighting the store and choosing its Create

Store Task action.

Create Store Task

=
=
f—rc

o

What type of store task would you like to create?

2 Create Store Copy Task...

2 Create Store Vaulting Task... %

2 Create Store Verify Task...

= Create Store Expiration Task...

= Create Store Purge Task...

x|

While we're here, notice the other types of store tasks you can create. Store
Copy Tasks can replicate stores within this Archive Manager system or even to
another Archive Manager system across a network.

A Store Verify Task verifies the integrity of a store, including data and catalogs.
Corrupt data will be moved to the store's Quarantined Items folder and flagged
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'red'. Subsequent runs of a protection plan will attempt to repair (replace) the
corrupt data. When successful, the quarantined item will get a 'green' flag.
Green-flagged quarantined items may be safely deleted.

A Store Expiration Task will expire data from a store by moving it to the store's
Recycle Bin. The expiration criteria can be set through the store's Property page.
The default retention setting is 'indefinite'.

A Store Purge Task removes unreferenced and expired data from the Archive
Manager system.

Click 'Create Store Vaulting Task' and then select Tape Device.

‘ Create Store Yaulting Task

: Create Store Yaulting Tazk

£ =

.

Cloud Account | Tape Device

Select a Tape Device

Choose a tape device to usa as a destination for vaulted data

Superloader

o 2 o n.

Add a Tape Device...

i

¢ T e R ST R bt S, B i N A e hm...._nm,-tn...w——-qj

Select the device you wish to vault to and then click Next to continue.

WARNING: When attempting to perform the vaulting task ensure non-write
protected media is selected.
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‘ Create Store Vaulting Task x|

- Create Store Vaulting Task

Select Archives to Copy

Select whether to copy all archives from the source store or choose specific archives from the list.

" Copy all archives from the source store ‘—

" Copy only the selected archives from the source store

MName
TestData

Mote: Selecting 'Copy all archives from the source store’ includes archives that will be created from new
protection plans running to the source store.

< Back | Mext > I Cancel |

You can copy all archives (all data from all protection plans writing to this store)

or you can select to copy only certain ones. We'll take the default of copying all
archives. Click Next to continue.

Each protection plan run is a point-in-time to recover from. You can copy all
recovery points into the selected vault, copy a range of recovery points, or copy

only the most recent recovery point. Again, we'll take the default of copying all
recovery points.

18 Create Store Vaulting Task x|

 Create Store Vaulting Task

Configure Recovery Points to Copy

Each protection plan run is a point-in-time to recover from. You can copy all recovery points from the
selected store, recovery points within a date range, or just the most recent recovery point.

o Copy all recovery points ‘-—

o Copy recovery points within a date range

I~ From start date I~ To end date

I Saturday , September 01, 2012 j I Sunday , September30, 2012 j
o Only copy the most recent recovery point

Mote: One reason for selecting to only copy the most recent recovery point is to have longer retention of
data with less granularity. For example, you can set up the schedule for the task to only run weekly and
only copy the most recent recovery point.

Cancel |

When the Store Vaulting Task first runs it creates the Vault. On the Copy Task
Name screen you can give the task a name and you can also give the vault a
name. Again, we'll take the defaults. Click Next to continue.
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‘ Create Store Yaulting Task [ %]

.-+ Create Store Yaulting Task

Yaulting Task Name

Type a name for the store vaulting task and specify a name for the vault,

Task Mame:

Wault MyTestData to Quantum Superloader

Mote: Choose a name that describes the purpose of this task, For example, use a name that helps identify
the data being copy from a store to a cloud account or tape device,

Wault Mame:

MyTestData Wault

Mote: Choose a name that describes the purpose of this vault, For example, if this task vaults data from a
store named ‘Storel’, then an appropriate name might be ‘Storel YWault',

< Back

Cancel |

As with protection plans, Store Vaulting Tasks can be scheduled. In fact, all store
tasks can be scheduled. For this example we won't schedule the task but instead
just run it manually. Click Next on the Edit Schedule screen to continue.

‘ Create Store Yaulting Task
| Create Store Yaulting Task

Schedule Yaulting Task

Set a schedule when the waulting task will run,

% Mo Schedule X

Run manually or edit the schedule later
 Daily
© weekly

 Manthly

Security options

When running the task, use the following user account:

DOMAIN'\BackupAcct Change User... |

< Back | Mext = I Cancel |

Review the summary on the Completing the Create Store Vaulting Task wizard
and click the Back button to make any adjustments. Click Finish to accept the
settings and exit the wizard. Enter the password for running the scheduled task
when prompted. The new Vault will automatically be created and the new Store
Vaulting Task will appear in the middle pane of the Ul when the particular store
node is highlighted and its Store Tasks action is selected. The Vault will appear
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under the All Vaults node. The vault's Archives folder will be empty until the
Store Vaulting Task has been run.

Note: This is the location where data will be cached before being written to
tape.

1= E

File  Action Wiew Help

& 2= H
:.\ Archive Manager (Local)
= Shorage

| Actions

i Vault MyT estData to Quantum Superloader
: M Status: 0K

My TestData
T = This store task is not scheduled to run automatica y
- y Usage Histary
|F Cuarantined Items
Recycle Bin \ < & Store Tasks
& Al vaulks Task Histary
All Store Groups
5 Standard 1000 (D:) =y Create Store Task..,
= EH Quankum SuperLoader
\.j Quantum LTO 4 Tape Drive ? Export Usage Histor...
| gy ¥olumes ? Export Task Histary...
5 Cloud Storage )
Local Plans E Export Plan History, ..

J.,-\ Remate Computers ¥ Remove Store...

View 3
1 Refresh
B Propetties

E Help o

v

M

e Task Settings. ..

'«EJ Edit Schedule. .. ;l
|Ed\t the settings For the seleted store task, |

I[=] 3

File  Action Wiew Help
e = H

[ ! Archive Manager (Local) Marne | Skatus

&
>

| Location | Actions

= Storage “#r MyTestData Yault Available Quantum SuperLoader
=] All Stores

= - MyTestData
Archives

G| Refresh

|F Quarantined Ikems |G Refresl
Recycle Bin

All v

Wiew »

* HH

= Expork List, ..

|
=

I MyTestData Vault eff— E Help

Archives
All Store Groups
— Standard 1000 (D)
|5 Quantum SuperLoader
.5 Cloud Storage
Local Plans
iy Remote Computers

* HH

i,

Path to Tape Quick Start Guide 33



Path to Tape Quick Start Guide
6-67752-02 Rev A

February 2013
M=l B3
File  Action Wiew Help
e 7= d
[ ! Archive Manager (Local) Mare | | Actions
= Storage o -
= all Stores There are no ikems to show in this view.,
= - MyTestData Wig »

Archives

@ Refresh
|F Quarantined Items Q)] Refres

Recycle Bin |5 Export List...
Bl g Al vauls E o
= ,5( My TestData vault elp

Al Store Groups
g Standard 1000 (D:)
é CQuantum SuperLoader
.5 Cloud Storage
Local Plans
o, Remote Computers

Step 10) Run the Store Run the Store Vaulting Task by clicking its Run action.
Vaulting Task

=] B3
e | Ackion  View  Help
4m ®  TaskSettings...
———  Edit Schedule... I
A Actions
=] :
c End - ¥ault MyTestData to BQuantum Superloader
Delete Task... C N Status: 0K MyTestD...
I This stare task is not scheduled to run automatically. .
Help Usage Hi...
e goararmred Ttems
. : Recycle Bin FrEE ® Store Tasks
B L Al vauks Edit Schedule. . Task Hist...
= #r MyTestData vault
Archives oy CreateS.
All Store Groups e ? Expart Ll
— Standard 1000 (D1} Delete Task... port B
= EH Quantum SuperLoader Help E Export T...
\._j' Quantum LT 4 Tape Drive T E Export Pl...
@ Yolumes
“#r MyTestData Vault * Remove ...
.5 Cloud Storage i
A Wiew »
© Local Plans
J,-\ Remate Computers 1 Refresh
D Properties
E Help
e Task Set..,
) Edi Sche...
) ILI ol ¥ Delste T... ;I
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=] E3
File  Action Wiew Help
) Archive Manager (Local) I Actions
= Storage - N
B all stares +  ¥ault MyTestData to Quantum SuperLoader D
] - & Status: Running My TestData
= & AllYauls Started Friday, September 21, 2012 at 12:24 P )
i Usage History
[=1 8y MyTestData vault - Files proces:
Archives ® Store Tasks
Elapsed time
all Store Groups Task Histary
(— Standard 1000 (D)
=l 5 Quantum SuperLoader =5 Create Store Tas... L
m .
=1 Quankum LTO 4 Tape Drive E Export Lisage His...
s Yolumes
=1 MyTestData vaul; E Export Task Histo, .,
Archives "
5 Cloud Storage E Export Plan Histo...
Local Plans ¥ Remove Store...
Remote Computers
i P Wiew »
=
=l E3
File  Action  Yiew
:.‘ Archive Manager {Local) = I Actions
= Storage - -
= all Stares WVault MyTestData to Quantum Superloader L
O e B status 0K MyTestData
= | ar Al vauls This store task s not scheduled to run automatically, )
o : Usage History
[ @ MyTestDats Vault Last run Friday, September 21, 2012 at 12:27 P
= Archives ® Store Tasks
4 TestData Task History
All Store Groups
— Standard 1000 (D:} 5 Create Store Tas... S
[=] [& Quantum SuperLoader X
= Export Usage His, ..
= Quantum LTO 4 Tape Dri 8 e 9
| gy Wolumes ? Export Task Hista...
=] ”’3( MyTestData Vaul: "
=] Archives — ? Export Plan Histo, .
| TestData ¥ Remove Store...
“.5 Cloud Storage -
Wiew »
| | » |

Running the store vaulting task for the first time automatically creates the
archive in the vault defined by the vaulting task. You can explore and restore the
data from the vault after running the 'Prepare' step (pressing the Prepare
button).
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Summary

Tape Statuses

=] 3
File Action Wiew Help
* Archive Manager (Local) Plan Archive Time Status Storage Aukrits
B Storage estData 920 35 P Available, V.., MyTestData Wault D
= All Stores
MyTestData View 4
2 | g all Vaults
El r MyTestData Vauk K Delete
= Archives |G Refresh
TestData .
All Stare Groups D Froperties
— Standard 1000 (D) ﬂ Help
= ..E..': Quantur SuperLoader
t.j Quantum LTC 4 Tape Drive il T
gy Volumes Prepare Explore Restore >
1 it MyTestosts vauk KN  Sseptember, 2012 [N | | |
=] Archives Sun Mon Tue Wed Thu Fri Zat
TestData < 6 27 zd 29 30 31 1
5 Cloud Storage 2 3 4 5 [ 7 g
Local Flans 9 10 11 1z 13 14 15
J;, Remote Computers 16 17 18 19 20 2z
23 24 25 26 27 28 29
30 1 2 3 4 1 &
[ Today: 9/21 /2012

Although you can explore the recovery point without running Prepare, the
actual data is not reachable and you will see error messages like "The file cannot
be accessed by the system" or "The system cannot find the file specified" if you
try opening a file or restoring. The prepare step transfers the data from the tape
into the recovery point-in-time on the local system. After preparing the recovery
point you can explore and restore normally, either by exploring to a folder or
file, right-clicking it and choosing an action or by clicking the Restore button to
restore the whole point-in-time.

This completes the quick start exercise. We've gone from installing the product,
to archiving data to tape, to restoring data from tape. To learn more about the
product please refer to the online context-sensitive help and the User Guide.

This article explains the various tape statuses as reported by the DATASTOR
Shield software. There are three sections:

* Statuses - A listing and description of each status
* Refreshing the Status - How you can update the status after a change

* Adding / Removing / Rotating Tapes - How to update the software after
adding or removing tapes

Statuses

The possible statuses of a tape are listed below.
* Foreign

The tape contains data, but the data is from another software application.
The DATASTOR Shield software will not use this tape, but the tape can be
erased through the Erase action.
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Unidentified

The tape is either unknown to the software or could not be read. It will not
be used by the software until it can be successfully identified. The tape may
be erased through the Erase action or Identified through the Identify action.

Blank

The tape is available for use by any vaulting task that targets this library. The
tape can be assigned to a specific vault by selecting it from the Volumes
folder and selecting the Assign action.

Full

The tape is considered full when the free space is less than 7% of the
reported capacity. It will not be written to, but might be needed for
restores. A Full status can be reported, regardless of the application that has
been using the tape.

Note: DATASTOR Shield attempts to reserve up to 7% of a tape's free
space for media error correction.

Cleaning

The tape is a cleaning tape. This tape will not be used by the software.
Assigned

The tape is assigned to a vault.

Appendable

The tape can be written to by a store vaulting task it has been assigned to.
Read Only

The tape will not be written to by the software, possibly because the tape's
write-protect tab is on.

Note: Media of type WORM will not have a Read Only status. Rather, it
will show Appendable until it is full, taking into account that up to
7% free space is reserved for media correction by the software.

Online

The tape is physically present and its location will be shown in the Location
column of the Volumes folder.

Note: The software identifies a tape by its bar code label.

Offline

The tape is not physically present and its location will be shown as N/A in
the Location column of the Volumes folder.

Note: The software identifies a tape by its bar code label.

Erase Pending

The tape was assigned to a vault that has been removed.
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Note: You can remove a vault with the tape media online or offline. The
tapes must be erased and transitioned to Blank before they are
used by the software again (see the "Refreshing the Status" section,
below). A tape's Erase action is available for online tapes.

Refreshing the Status

Full Inventory

A full inventory mounts and attempts to read every tape in the library to identify
it, so this process may take a long time. A full inventory is performed as part of
adding a tape library with the Add Tape Device wizard when you click the
Prepare button. A full inventory can also be performed later by using the library
folder Synchronize Library Inventory action.

Possible statuses for tapes discovered during the inventory are:
* Blank
* Foreign
* Unidentified
* Full
* Assigned
* Appendable

Note: The Assigned and Appendable statuses may be from another
installation of the software on another computer.

Lightweight Inventory

When you refresh the Volumes folder, selected volumes in the Volumes folder, or
a tape drive folder, a "lightweight" inventory is performed. This inventory quickly
scans the device to reconcile tape bar codes.

* Possible statuses for tapes discovered during the inventory are:
» Offline
* Online

* Unidentified

Identify

To identify a tape that has an Unidentified or Foreign status, you can select it
from the Volumes folder and click the Identify action. This causes the tape to be
mounted and read as in the Full Inventory. You can also multi-select tapes to
identify.

Possible statuses after an Identify has been attempted are:
* Blank
* Foreign

* Unidentified
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* Assigned

* Appendable

Note: The Assigned and Appendable statuses may be from another

installation of the software on another computer.

Note:

Incorrect Error Message: When performing a "quick inventory" media is
listed as foreign. If the user right clicks on the media and selects
"Identify", an error message will be generated "An error occurred.
Review the Application log for more information". In the Application
log the media is shown as "write protected", this error message is
incorrect. The media is foreign and has been used by a different
application. The user must decide if they want to erase the data and
use the media with the DATASTOR SW or not. If the user does want to
erase the media they should right click on the media and select "Erase".
The media will then be blank.

Adding / Removing / Rotating Tapes

When tapes are removed from or added to a library, perhaps due to a tape
rotation, the software needs to be made aware of the changes.

Perform one of the following actions:

* Full Inventory

Run the Synchronize Library Inventory action from the library folder to mount
and read every tape.

* Lightweight Inventory

* Refresh the Volumes folder to update it. This action will scan the barcode
database. Select a tape (or multi-select tapes) from the Volumes folder and
then click the Identify action to mount and read the selected tape(s).
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